
PIN je dobrá metoda pro 

odemykání mobilních zařízení. 

Aby dobře chránil, měl by být 

složený z alespoň šesti číslic, 

které netvoří triviální řadu jako 

třeba 123456. Dnešní zařízení 

na to často sama upozorňují.

„TAHÁK DO KAPSY“: ODEMYKÁNÍ MOBILNÍCH ZAŘÍZENÍ

PIN

1.

Metoda, kdy spojujeme body 

na obrazovce do nějakého 

vzoru, nemá příliš dobrou 

pověst. Pohodlných kombinací 

je málo, lidé si volí za vzor 

například velká písmena

a vzor může někdo okoukat.

„Gesto“

2.

Otisk prstu je dobrá metoda 

pro odemykání mobilních 

zařízení. Moderní čtečky už 

nesledují otisk jako takový, ale 

jeho elektrický náboj. Proto 

jsou velmi spolehlivé. Nejlépe 

fungují společně se silným PIN.

Otisk prstu

3.

Když byla metoda nová, občas 

se podařilo ji přechytračit. 

Prošla ale vývojem. Záleží na

typu zařízení a skeneru, ale 

spolehlivost metody je dnes 

vysoká. Také nejlépe funguje 

se silným PIN.

Sken obličeje

4.


