
Není elektronický podpis jako 

elektronický podpis. 

Významně se liší právní

a informatický pohled na tuto 

problematiku. Jen některé 

typy podpisů zvyšují 

důvěryhodnost komunikace.

„TAHÁK DO KAPSY“: DŮVĚRYHODNÁ KOMUNIKACE

Elektronické podpisy

1.

Naskenovaný podpis a jeho 

různé variace nezaručují 

identitu podepsané osoby ani 

to, že dokument nebo zprávu 

po podpisu nikdo nezměnil.

Z hlediska bezpečnosti nemají 

takové podpisy žádnou sílu.

Prosté el. podpisy

2.

Zaručené el. podpisy jsou na 

tom z hlediska bezpečnosti 

lépe. Vyšší hodnotu mají 

zaručené el. podpisy založené 

na tzv. kvalifikovaném 

certifikátu. Ten můžeme získat 

u certifikační autority.

Zaručené el. podpisy

3.

Kvalifikovaný el. podpis je

z hlediska bezpečnosti 

považován za nejsilnější. 

Certifikát bývá uložen třeba 

na zabezpečené čipové kartě, 

kterou připojujeme k zařízení. 

Musíme znát také PIN.

Kvalifikované el. podpisy

4.


