
Veřejné wi-fi sítě bez hesla je 

vhodné používat jen pro 

základní úkony. Třeba

k vyhledání otevírací doby 

nebo odjezdů MHD. 

Přihlašovací údaje je lepší 

pomocí nich neodesílat.

„TAHÁK DO KAPSY“: PŘIPOJENÍ A SOUKROMÍ

Veřejné wi-fi sítě

1.

HTTPS nám říká, že je 

komunikace mezi naším 

webovým prohlížečem

a webovou stránkou šifrovaná. 

Neznamená to ale, že je 

stránka dokonale a za všech 

okolností bezpečná.

HTTPS

2.

Koncové šifrování se využívá 

především k šifrování zpráv. 

Díky tomuto šifrování je 

dokáže číst jen odesílatel

a příjemce. Ne všechny 

komunikační aplikace toto 

šifrování podporují.

Koncové šifrování

3.

VPN funguje jako pomyslný 

tunel, kterým proudí náš 

internetový provoz. Útočníci 

ho nedokážou sledovat a číst. 

Zajišťuje maximální míru 

soukromí. VPN připojení si 

můžeme pořídit za pár stovek.

VPN

4.


